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The Horror 
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What To Do 
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Encryption Defined Perimeter  
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Group-Policy–Defined Trust 
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Secure App Container 
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Entire Application Stack “Security Zone” 
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What Is Easier? 
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Caution: It Is Contagious 



#RSAC 

Conclusions 

 Encryption is the key element of software-defined perimeter 

 Data need to be encrypted at all times until needed for legitimate use 

 Sec admin makes security decisions, transparent to users 

 In a multi-tiered world of enterprise apps encrypted perimeter extends 
to all tiers 
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